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सुरक्षा टिप्स

सामान्य वापरकर्त्यांसाठी सर्वोत्तम पद्धती

सार्वजनिक वेबसाइट किंवा सोशल मीडियावर वैयक्तिक माहिती शेअर करू
नका.
वेगवेगळ्या खात्यांसाठी वेगवेगळे पासवर्ड वापरा.
क्लिक करण्यापूर्वी लहान के लेल्या URL विस्तृत करा आणि पडताळून पहा.
सायबर स्वच्छता कें द्र https://www.csk.gov.in/security-tools.html वरून
मोफत बॉट रिमूव्हल टूल्स डाउनलोड करा.
शेअर के लेले किंवा सार्वजनिक डिव्हाइस वापरल्यानंतर लॉग आउट करा.

सुरक्षित इंटरनेट दिवस

अधिक सुरक्षितता टिप्ससाठी भेट द्या: https://www.cert-in.org.in, https://www.csk.gov.in
सायबर सुरक्षा घटना incident@cert-in.org.in वर कळवा.

आमचे अनुसरण
करा: @cert_india@IndianCERT



सुरक्षा टिप्स

ऑफिस वापरकर्त्यांसाठी सर्वोत्तम पद्धती

मजबूत पासवर्ड वापरा आणि ते कोणासोबतही शेअर करू नका.
डेस्क सोडताना तुमचा संगणक लॉक करा.
अज्ञात ईमेल लिंक्स किंवा अटॅचमेंटवर क्लिक करू नका.
फक्त ऑफिस-मंजूर सॉफ्टवेअर आणि वेबसाइट वापरा.
संशयास्पद ईमेल किंवा संदेशांची तक्रार तुमच्या आयटी सुरक्षा टीमला
तात्काळ करा.

अधिक सुरक्षितता टिप्ससाठी भेट द्या: https://www.cert-in.org.in, https://www.csk.gov.in
सायबर सुरक्षा घटना incident@cert-in.org.in वर कळवा.

@cert_india

सुरक्षित इंटरनेट दिवस

@IndianCERT
आमचे अनुसरण

करा:



सुरक्षा टिप्स

महिलांसाठी सर्वोत्तम पद्धती

सोशल मीडिया प्रोफाइल खाजगी ठेवा.

अनोळखी व्यक्तींकडून आलेल्या फ्रें ड रिक्वेस्ट स्वीकारू नका.

कधीही कोणासोबतही ओटीपी, पिन किंवा पासवर्ड शेअर करू नका.

ऑनलाइन छळ रोखा आणि त्वरित तक्रार करा.

ऑनलाइन फोटो किंवा लोके शन शेअर करताना काळजी घ्या.

अधिक सुरक्षितता टिप्ससाठी भेट द्या: https://www.cert-in.org.in, https://www.csk.gov.in
सायबर सुरक्षा घटना incident@cert-in.org.in वर कळवा.

@cert_india@IndianCERT
आमचे अनुसरण

करा:

सुरक्षित इंटरनेट दिवस



सुरक्षा टिप्स

ज्येष्ठ नागरिकांसाठी सर्वोत्तम पद्धती

बँकिंग तपशील विचारणाऱ्या कॉल किंवा मेसेजवर विश्वास ठेवू नका.

सोशल मीडिया चॅट्सद्वारे मिळालेले कोणतेही अॅप डाउनलोड करू नका.

मजबूत पासवर्ड वापरा आणि कोणासोबतही शेअर करू नका.

"खरे असण्यास खूप चांगले" वाटणाऱ्या ऑनलाइन ऑफर टाळा.

अँटीव्हायरस सॉफ्टवेअर वापरा आणि डिव्हाइस अपडेट ठेवा.

अधिक सुरक्षितता टिप्ससाठी भेट द्या: https://www.cert-in.org.in, https://www.csk.gov.in
सायबर सुरक्षा घटना incident@cert-in.org.in वर कळवा.

@cert_india@IndianCERT

आमचे अनुसरण
करा:
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सुरक्षा टिप्स

मुलांसाठी सर्वोत्तम पद्धती

ऑनलाइन अनोळखी लोकांशी संवाद साधू नका.

ऑनलाइन कधीही अनोळखी व्यक्तींसोबत तुमचे नाव, शाळा, पत्ता किंवा

फोटो शेअर करू नका.

जर ऑनलाइन काही तुम्हाला अस्वस्थ करत असेल तर पालकांना सांगा.

फक्त मुलांसाठी सुरक्षित अॅप्स आणि वेबसाइट वापरा.

परवानगीशिवाय गेम किंवा अ‍ॅप्स डाउनलोड करू नका.

अधिक सुरक्षितता टिप्ससाठी भेट द्या: https://www.cert-in.org.in, https://www.csk.gov.in
सायबर सुरक्षा घटना incident@cert-in.org.in वर कळवा.

@इं डियनसीईआरटी @cert_india

सुरक्षित इंटरनेट दिवस

आमचे अनुसरण
करा:



सुरक्षा टिप्स

विशेष गरजा असलेल्या व्यक्तींसाठी
सर्वोत्तम पद्धती

प्रवेशयोग्यतेला अनुकू ल सुरक्षा साधने (स्क्रीन रीडर, व्हॉइस अलर्ट)
वापरा.
वैयक्तिक किंवा आर्थिक माहिती ऑनलाइन शेअर करू नका.
अज्ञात संदेशांना उत्तर देण्यापूर्वी एखाद्या विश्वासू व्यक्तीला विचारा.
शक्य असल्यास मजबूत पासवर्ड आणि पासवर्ड मॅनेजर वापरा.
सुरक्षा समस्या टाळण्यासाठी उपकरणे अपडेट ठेवा.

अधिक सुरक्षितता टिप्ससाठी भेट द्या: https://www.cert-in.org.in, https://www.csk.gov.in
सायबर सुरक्षा घटना incident@cert-in.org.in वर कळवा.

@इं डियनसीईआरटी @cert_india
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आमचे अनुसरण
करा:



Security Tools
https://www.csk.gov.in/security-tools.html

csk@cert-in.org.in

Announcements
https://www.csk.gov.in/announcements/index.html

https://www.facebook.com/IndianCERT/
https://twitter.com/IndianCERT 

https://www.instagram.com/cert_india/

https://www.linkedin.com/company/
indiancert-cert-in/
https://youtube.com/@indiancert 

Official social media handles of @IndianCERT

For Collaboration with CERT-In in the area of Cyber Security:
Visit website: https://www.cert-in.org.in
Email: collaboration@cert-in.org.in
                      
Phone: +11-22902600 Ext: 1012, +91-11-24368572
For Trainings/ Awareness programmes:
Email: training@cert-i﻿n.org.in

For reporting Cyber Security Incidents to CERT-In:
Visit website: https://www.cert-in.org.in
Email:  incident@cert-in.org.in
Toll Free Phone: +91-1800-11-4949 
Toll Free Fax: +91-1800-11-6969

Information Desk
Phone: +91-11-22902657

REPORT CYBER SECURITY 
INCIDENTS TO CERT-IN

REPORT CYBER SECURITY 
INCIDENTS TO CERT-IN

https://www.cert-in.org.in/
https://www.cert-in.org.in/

